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8.2.1. Configure the Connection to Avaya Aura® Application Enablement 
Services 

Log into ContactPro Manager via a web session as shown on the previous page. The 

ContactPro Manager is opened and select AESVoice/CallControls from the left window. The 

main window shows the setup used for compliance testing.  

 

 
 



 
PG; Reviewed: 

SPOC 2/19/2018 

Solution & Interoperability Test Lab Application Notes 

©2018 Avaya Inc. All Rights Reserved. 

38 of 53 

ContactProEMC65 

 

Click on AESVoice/AESServer in the left window. Information on the AES server can be filled 

in the main window; this information is all obtained from Section 6 and is all required to connect 

successfully to the AES. Each field can be changed by double-clicking on the field.  
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To change the Primary AES IP Address, double-click on the PrimaryAESIPAddress field 

highlighted below and this brings up an edit window where a new IP address can be entered and 

click UPDATE once this is done. 
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8.2.2. Configure the Connection to Avaya Aura® Call Center Elite 
Multichannel 

Select EMC/MediaDirector from the left window and double-click on PrimaryAddress 

highlighted below and enter the IP address of the EMC server followed by the port used to 

connect, note that 39087 is the default secure port but this information can be obtained from the 

EMC server. Click on OK once this is entered correctly. 

 

Note: The default port for the Secure Channel of EMC Media Director is 39087, otherwise it 

would be 29087.  EMCCore, EnableSecureChannel property needs to be set to Yes (not 

shown). 
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Select EMC/MediaProxy from the left window and double-click on PrimaryAddress 

highlighted below and enter the IP address of the EMC MediaProxy followed by the port used to 

connect, note that 39079 is the default secure port but this information can be obtained from the 

EMC setup. Click on OK once this is entered correctly. 

 

Note: A connection can be made to a local EMC MediaProxy Service, or an EMC MediaProxy 

Service running on the Server.  Both options are supported by EMC.  The default port for the 

Secure Channel of EMC Media Proxy is 39079, otherwise it would be 29079.  EMCCore and 

EnableSecureChannel property also need to be set to Yes (not shown). 

 

 

8.2.3. Configure the Connection to EMC Email Storage Path 

Select EMCHistoryViewer from the left window and double-click on the EmailStoragePath 

field and enter the path to where the EMC stores the emails. This can be found on the EMC 

server. Click on OK once this is complete. 
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A shared path to the Email Storage must be created for clients to access.  This is typically in the 

“C:\Program Files (x86)\Avaya\Avaya Aura CC Elite Multichannel\Server\Media Stores\Email 

Media Store\Email Storage” of the EMC Server.  This is required to provide the feature of 

viewing the Body of every email (without having to retrieve it) via the Enhanced History 

provided by ContactPro. Below is an example of retrieving such an email where the agent does a 

Search for paul and retrievers all the emails associated with the word paul. Double-clicking on 

this item will then open the associated email for viewing. 
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8.3. Configure Users with ContactPro Manager 

For every ContactPro Client user, a new user needs to be created.  Right-click on a workgroup 

then click New User. 

 

 
 

The following fields are required. 

 LoginName (This is the Agent ID such as that created in Section 5.2.4 for example). 

 First Name 

 Last Name 
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9. Verification Steps 
This section provides the verification steps that can be performed to verify proper configurations 

of both Avaya EMC and AES with CCT ContactPro. 

9.1. Verify Status of Communication Manager Agent 

Enter the command list agent-loginID verify that agent 4405 shown in Section 5.2.4 is logged-

in to extension 4000. 

 
list agent-loginID 

                               AGENT LOGINID 

Login ID     Name           Extension     Dir Agt  AAS/AUD        COR Ag Pr SO 

               Skil/Lv Skil/Lv Skil/Lv Skil/Lv Skil/Lv Skil/Lv Skil/Lv Skil/Lv 

 

4400         Patrick        unstaffed                              1   lvl 

                 33/01   34/01     /       /       /       /       /       / 

4401         Agent 1        unstaffed                              1   lvl 

                 33/01   34/01     /       /       /       /       /       / 

4402         Agent 2        unstaffed                              1   lvl 

                 33/01   34/01     /       /       /       /       /       / 

4404         Agent 3        unstaffed                              1   lvl 

                900/01  910/01  920/01  930/01  901/01  911/01  921/01  931/01 

4405         Paul           4000                                   1   lvl 

                900/01  910/01  920/01  930/01     /       /       /       / 

4406         Dave           unstaffed                              1   lvl 

                901/01  911/01  921/01  931/01     /       /       /       / 

 

Enter the command status station 4000 and on Page 7 verify that the agent is logged-in to the 

appropriate skills and in the AI mode, which represents the Auto In button being pressed, 

highlighted in Section 9.5. 

 
status station 4000                                              Page   7 of   7 

                                   ACD STATUS 

 

 Grp/Mod  Grp/Mod  Grp/Mod  Grp/Mod  Grp/Mod  Grp/Mod  Grp/Mod 

  900/AI      /        /        /        /        /        /    On ACD Call? no 

  910/AI      /        /        /        /        /        / 

  920/AI        /        /        /        /        /      / 

  930/AI        /        /        /        /        /      / 
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9.2. Verify Avaya Aura® Communication Manager CTI Service State 

The following steps can validate that the communication between Communication Manager and 

AES is functioning correctly. Check the AESVCS link status by using the command status 

aesvcs cti-link. Verify the Service State of the CTI link is established. 

 
status aesvcs cti-link 

 

                          AE SERVICES CTI LINK STATUS 

 

CTI   Version     Mnt   AE Services      Service       Msgs     Msgs 

Link              Busy     Server         State        Sent     Rcvd 

 

1         7       no      AES71vmpg      established   18       18 

9.3. Verify TSAPI Link 

On the AES Management Console verify the status of the TSAPI link by selecting Status  

Status and Control  TSAPI Service Summary to display the TSAPI Link Details screen. 

Verify the status of the TSAPI link by checking that the Status is Talking and the State is 

Online. 
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9.4. Verify login of CCT ContactPro 

From the Client PC open the application CCT ContactPro (shortcut is shown below). Once this 

is opened fill in the following details: 

 ACM Station ID This is the station number that is to be controlled by this 

Contact Pro application. This station number is noted in 

the Appendix. 

 ACM Station Password This is the password for the station that is to be controlled 

this is the same password noted in the Appendix. 

 ACM Agent ID This is the Agent ID created or noted in Section 5.2.4. 

 ACM Agent Password This is the password of the agent noted or created in 

Section 5.2.4. 

 

Click on OK to log in to CCT ContactPro. 
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9.5. Verify Agent Status using CCT ContactPro 

Once logged in the agent state can be changed using the buttons at the top left highlighted below. 

Note also the station number (4000) and Agent ID (4401) once logged in. Click on AutoIn to 

make the agent ready. 

 

 
 



 
PG; Reviewed: 

SPOC 2/19/2018 

Solution & Interoperability Test Lab Application Notes 

©2018 Avaya Inc. All Rights Reserved. 

48 of 53 

ContactProEMC65 

 

A web request is generated by a customer (not shown) and queued to this agent. Once AutoIn is 

pressed above the call appears as Alerting on the ContactPro desktop. The call can be answered 

by pressing the Answer icon. 

 

 
 

Once the call is answered, a Multimedia Window is opened showing the web chat request from 

the customer and the agent can respond to that request as is shown below, by entering some text 

and clicking Send. Also, we can see that the line is busy and the agent is therefore deemed to be 

on a call even if this is a multimedia call. The agent can hang up or close the call by clicking on 

Close at the bottom right of the Multimedia Window. 
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With the multimedia call ended a new call can be made if required again by entering the digits 

and pressing on Make Call as is shown. In this example, the agent is calling the customer at 

his/her request from the webchat session previous. 

 

 
 

The call can then be transferred, conference or put on hold with the buttons displayed along the 

top of the screen. 
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10. Conclusion 
These Application Notes describe the configuration steps required for CCT ContactPro from 

CCT Deutschland GmbH to interoperate with Avaya Aura® Application Enablement Services 

R7.1 and Avaya Aura® Call Center Elite Multichannel R6.5. All feature and serviceability test 

cases were completed successfully, with any observations noted in Section 2.2. 

11. Additional References  
This section references the Avaya and CCT ContactPro Deutschland GmbH product 

documentation that are relevant to these Application Notes. 

 

Product documentation for Avaya products may be found at http://support.avaya.com 

[1] Deploying Avaya Aura® Call Center Elite Multichannel in an Avaya Customer 

Experience Virtualized Environment, Release 6.5.. July 2016. 

[2] Installing Avaya Aura® Call Center Elite Multichannel, Release 6.5.July 2016. 

[3] Administering Avaya Aura® Call Center Elite Multichannel, Release 6.5. July 2016. 

[4] Avaya Aura® Call Center Elite Multichannel Release Notes, Release 6.5. July 2016. 

[5] Administering Avaya Aura® Communication Manager, Document ID 03-300509. 

[6] Avaya Aura® Communication Manager Feature Description and Implementation, 

Document ID 555-245-205. 

[7] Administering and Maintaining Avaya Aura® Application Enablement Services, Release 

7.1.2, December 2017. 

 

The following CCT ContactPro  Deutschland GmbH documentation can be obtained using the 

contact information detailed in Section 2.3. 

 CCT ContactPro Implementation Guide. 

 CCT ContactPro Installation Guide. 

 CCT ContactPro User Guide. 

 CCT ContactPro Technical Specification. 

 CCT ContactPro Test Specification. 

 CCT ContactPro Port Ranges. 

 

http://support.avaya.com/
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Appendix 

Avaya 9608 H323 Station 4000 

This is a printout of the Avaya 9608 H.323 desk phone used during compliance testing. 

 

Page 1 

 
display station 4000                                            Page   1 of   6 

                                     STATION 

 

Extension: 4000                          Lock Messages? n               BCC: 0 

     Type: 9608                          Security Code:                  TN: 1 

     Port: S00057                      Coverage Path 1:                 COR: 1 

     Name: CCT Agent                   Coverage Path 2:                 COS: 1 

                                       Hunt-to Station: 

STATION OPTIONS 

                Location:                  Time of Day Lock Table: 

              Loss Group: 19 

                                                 Message Lamp Ext: 4000 

 

        Display Language: english                  Button Modules: 0 

 

          Survivable COR: internal 

   Survivable Trunk Dest? y                          IP SoftPhone? y 

 

                                                         IP Video? n 

 

 

Page 2 

 
display station 4000                                            Page   2 of   6 

                                     STATION 

FEATURE OPTIONS 

           LWC Reception: spe 

          LWC Activation? y                         Coverage Msg Retrieval? y 

                                                               Auto Answer: none 

             CDR Privacy? n                               Data Restriction? n 

                                                Idle Appearance Preference? n 

 Per Button Ring Control? n                   Bridged Idle Line Preference? n 

   Bridged Call Alerting? n                       Restrict Last Appearance? y 

  Active Station Ringing: single 

 

        H.320 Conversion? n          Per Station CPN - Send Calling Number? 

 

 

    MWI Served User Type: 

              AUDIX Name: 

                                                 Coverage After Forwarding? s 

 

                                               Direct IP-IP Audio Connections? y 

  Emergency Location Ext: 1005          Always Use? n IP Audio Hairpinning? n 
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Page 3 
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                                     STATION 

 

 

   Bridged Appearance Origination Restriction? n 

 

 

 

                            IP Phone Group ID: 

 

 

                              ENHANCED CALL FORWARDING 

                                       Forwarded Destination         Active 

 Unconditional For Internal Calls To:                                   n 

                   External Calls To:                                   n 

          Busy For Internal Calls To:                                   n 

                   External Calls To:                                   n 

      No Reply For Internal Calls To:                                   n 

                   External Calls To:                                   n 

 

 

Page 4 
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                                     STATION 

 SITE DATA 

       Room:                                            Headset? n 

       Jack:                                            Speaker? n 

      Cable:                                           Mounting: d 

      Floor:                                        Cord Length: 0 

   Building:                                          Set Color: 

 

ABBREVIATED DIALING 

     List1:                    List2:                    List3: 

 

 

 

 

BUTTON ASSIGNMENTS 

 1: call-appr                            5: aux-work    RC:    Grp: 

 2: call-appr                            6: auto-in            Grp: 

 3: call-appr                            7: manual-in          Grp: 

 4: agnt-login                           8: work-code 
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